
 

 

                
 

 

TENNESSEE BOARD OF REGENTS 
Quarterly Board Meeting 

Friday, September 20, 2024 – 9:30 a.m. (Central) 

Agenda 
 

I. Minutes  
A. June 13, 2024 Quarterly Board Meeting  

 

II. Report of Interim Action  
 

III. Report of the Committees  

A. Report of the Academic Policies and Programs/Student Life Committee Meeting on  
September 19, 2024 

B. Report of the External Affairs Committee Meeting on September 19, 2024 
C. Report of the Workforce Development Committee Meeting on September 19, 2024 
D. Report of the Audit Committee Meeting on August 27, 2024 
E. Report of the Finance and Business Operations Committee Meeting on September 19, 2024 
F. Report of the Personnel and Compensation Committee Meeting on September 19, 2024 

 

IV. Report of the Regents Award for Excellence in Philanthropy  

 

V. Report of the Chancellor  

- Student Access and Success Data  

 
VI. Unfinished Business  

 
VII. New Business  

A. Consent Agenda: 
1. Revisions to TBR Policy 1.08.04.00, Personally Identifiable Information  
2. Revisions to TBR Policy 1.08.03.00, Digital Identity, Authentication Management, and 

Access Control  
B. Recommendation for Next President at TCAT Jackson (Tydings) 
C. Proposed 2025 Meeting Dates (Tydings) 

 
 

 
 
 
 

 
 
 
 
 

• This meeting will be live-streamed and archived on the TBR website at 

https://www.tbr.edu/board/september-2024-quarterly-board-meeting.   

 

• Persons who want to request to address the Board may follow the process authorized by TBR Policy 

1.02.12.00 – Requests to Address the Board. 

https://www.tbr.edu/board/september-2024-quarterly-board-meeting
https://policies.tbr.edu/policies/requests-address-board
https://policies.tbr.edu/policies/requests-address-board






  

  
 
 
 
 
 
 
 

TENNESSEE BOARD OF REGENTS 
Quarterly Board Meeting 

September 19 and 20, 2024 
 

EXECUTIVE SUMMARY 
 
 

Thursday, September 19, 2024 
 

 
I. COMMITTEE ON ACADEMIC POLICIES AND PROGRAMS/STUDENT LIFE 
 

1. CONSENT AGENDA 
 

A. Proposed Revisions to TBR Policy 2.01.00.00, General Education Requirements and Degree 
Requirements  
 
The review process for Policy 2.01.00.00 began in March 2024 with the General Education Core 
Steering Committee and was presented for first reading at the April 2024 Joint Academic 
Affairs/Student Affairs and Faculty Sub-council meetings. The policy was posted for a one-month, 
open comment period for all sub-council members, and suggested revisions were incorporated into 
the proposed final document. Those revisions are grouped into the following:  
  

1. Reference the 2025 TBR Core framework document. (§I.A)  
2. Remove sections pertaining to university governance and degrees. (§II. A)  
3. Remove clauses more appropriate for other policies.  

2.00.01.06 Articulation and Transfer (§II.B.3)  
                        2.03.00.00 Admission at the Community Colleges (§IV)  
                        2.03.00.02 Community College Learning Support (§II.C)  

4. Remove inactive links. (§I.C)  
5. Specify degrees with special distribution requirements. (§I.D)  
6. Delete defunct deficiency thresholds. (§II.D.)  
7. Include Core course approval process. (§III)  
8. General language cleanup/clarification/organization.  

  
The proposed revised policy passed unanimously through the Joint Academic Affairs/Student 
Affairs Sub-council and the Faculty Sub-council during their July 2024 meetings. The proposed 
revisions were approved by the Presidents Council during their meeting on August 7, 2024. Policy 
2.01.00.00 General Education Requirements and Degree Requirements is scheduled for the consent 
agenda at the Board’s September 2024 meeting of the Committee on Academic Policies and 
Programs/Student Life.   
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2. TCAT PROGRAM APPROVALS (Vice Chancellor Jothany Reed) 

 
Eighteen (18) program proposals are being presented for the Committee’s review and approval. 
These proposals will allow the Technical Colleges to be more responsive to the needs of students, 
businesses, and industries.  
 
Seventeen (17) academic actions were submitted for September 2024 by a TCAT institution to the 
Vice-Chancellor for approval based on section C of the TBR Policy 2.01.02.00, requiring only 
notification to the Vice-Chancellor.  
 

3. INSTITUTIONAL MISSION PROFILES (Executive Vice Chancellor Russ Deaton) 
 
Per the Complete College Act of 2010 and reiterated in the FOCUS Act of 2016, the Tennessee 
Higher Education Commission (THEC) reviews and approves Institutional Mission Profiles annually 
for all community colleges and universities. In addition, TBR considers it a best practice to have the 
Board regularly review and approve Institutional Mission Statements as part of accreditation 
requirements. Each community college’s draft profile and mission statement are included for review. 
The institutional mission profiles are used primarily to communicate the institution’s distinct mission 
to stakeholders, and as a guide for THEC in the development of the outcomes-based funding 
formula. Institutions submit the proposed profile to their respective governing board for review and 
action before submission to THEC for action. If approved, TBR will submit the profiles to THEC for 
review and action at its November 2024 quarterly meeting, and it will provide each community 
college with its approved mission statement as it prepares for work related to institutional 
accreditation.  
 

4. 2025 TBR GENERAL EDUCATION CORE (Vice Chancellor Jothany Reed/Associate Vice 
Chancellor Robert Denn) 
 
The 2025 TBR Core was unanimously approved by the 13 community colleges in March and will go 
into effect in the fall term next year. This is the first revision of general education since its inception 
in 2002. The 2025 Core is the product of a 5-year effort involving hundreds of faculty members, 
academic affairs leaders, student affairs personnel, institutional research teams, and research 
librarians.   
  
The foundational framework of the new model is the Core Competency Constellation; all category 
and course learning outcomes align with these 7 Core Competencies:  
  
Scientific Inquiry & Mathematical Reasoning  
Creative & Artistic Expression  
Global & Cultural Awareness  
Information Literacy  
Communication  
Ethical Reasoning  
Critical Thinking  
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Leading up to the Core launch, each institution will engage in a Core Campaign with the purpose of 
cultivating awareness about the relevant, integral, and holistic nature of general education and its 
importance to students’ personal and professional lives.  
 

5. RESEARCH AND INNOVATION PROJECTS (Executive Vice Chancellor Russ Deaton/ 
Assistant Vice Chancellor Amy Moreland) 
 
TBR’s Office of Policy and Strategy conducts research projects to develop a deeper understanding of 
student outcomes, the barriers that students may encounter, and the practices that may improve 
student outcomes. With support from federal, state, and philanthropic grants, these projects explore 
innovative practices and test their effectiveness in improving student outcomes.  
  
In this informational update, TBR staff will provide an overview of the goals, findings, and potential 
next steps for three current Research and Innovation Projects. These projects include:  
  

 The Tennessee Coaching Project: a three-year pilot project at Jackson and Northeast 
State Community Colleges to test the impact of a new model of student success coaching 
for students who are placed into learning support and adult learners.  

 Fast Track to Success: a two-year research project to explore student outcomes in 7-
week accelerated courses, in partnership with Chattanooga, Dyersburg, and Nashville 
State Community Colleges.  

 Reimagining the Community College Experience: a three-year pilot project to create 
academic programs and experience where every first-time student can earn a stackable 
workforce certificate in their first year of college, supported by robust career advising and 
exploration opportunities.  

 
 
 

II. COMMITTEE ON PERSONNEL AND COMPENSATION 
 

1. CONSENT AGENDA 

A. Promotion Recommendation at Pellissippi State Community College 

The Board will be asked to approve one recommendation for promoting faculty serving at Pellissippi 
Community Colleges.  President Anthony Wise’s has recommended Allison McKittrick, Library 
faculty, for promotion from Assistant Professor to Associate Professor. This request was 
inadvertently omitted in the June 2024 materials, so the request is for approval of the promotion with 
a backdate to July 1, 2024, to ensure the faculty member receives the appropriate compensation. 
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B. Faculty Promotion Increases Corrections from Pellissippi State Community College 

In the June faculty promotion increase requests, Pellissippi State (PSCC) mistakenly omitted one (1) 
faculty members from their promotion list and list of corresponding increases. That individual and 
the applicable increase are below:  
  
Name:                             Allison McKittrick   
Department:                  Library Faculty  
Current rank:                Assistant Professor  
Proposed rank:             Associate Professor   
Current salary:             $60,540  
Increase amount:         $3,030  
New salary:                   $63,570  
  
Additionally, PSCC mistakenly sent through the wrong salary increase information on a faculty 
member in June:  
  
Name:       Caleb Williamson  
Department:      Computer Information Technology  
Approved rank:       Associate Professor  
Approved amount:     $3,220  
Correct amount:      $4,020  
Difference:      $800  

 
C. Revisions to TBR Policy 6.04.00.00 Pregnancy, Childbirth, and Related Medical Conditions 

 
Proposed revisions to this policy are designed to comply with regulations implementing the Pregnant 
Workers Fairness Act. (Please note that this policy applies to employees and expands Title VII 
protections.  The revisions are not based on the Title IX regulations, which have been enjoined.) The 
revisions accomplish the following primary purposes, as required by the regulations:  
  
1. Clarify that the policy applies to employees.  
2. Require that when an employee informs a supervisor she is pregnant, the supervisor tell the 

employee how to request a reasonable accommodation.  
3. Limit the documentation HR may request and obtain from an employee to that which is 

reasonable under the circumstances.  The College is not permitted to request excessive or 
unnecessary documentation.  

4. Clarify that unpaid leave can be a form of reasonable accommodation.  
  
These proposed revisions, in both tracked changes and clean copy format, have been reviewed by the 
HR Officers, Business Affairs Subcouncil, and the Presidents.  
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2. FACULTY EMERITI (Vice Chancellor Jothany Reed) 
 
 The following faculty emeritus candidates are being recommended to the Board for 
consideration and approval: 

 
Candidate   Rank/Discipline  Service Dates  College 
 
Vera Brooks  Associate Professor of   1980-2024  Motlow State  

     Business 
 

Daniel Hyder  Associate Professor of   1988-1992;  Roane State 
Environ. Health Tech.    1994-2024 

 
     Xiaoping Wang  Associate Professor of  1990-2022  Northeast State 
     English 
 
        Rosie Graham  Associate Professor of  1983-2023  Motlow State 
     Computer Science 
  
 
III. COMMITTEE ON WORKFORCE DEVELOPMENT 

 
1. THEC WORKFORCE CONTACT HOURS REPORT (Executive Vice Chancellor Kim 

McCormick/Executive Director Jeff Sisk) 
 
Executive Vice Chancellor for External Affairs Kim McCormick and TBR’s Center for 
Workforce Development Executive Director Jeff Sisk will share an overview of the THEC 
Workforce Contact Hours Report.   
 

2. WORKFORCE CONVENING OUTCOMES (Executive Director Jeff Sisk/Assistant Vice 
Chancellor Zachary Adams) 
 
Dr. Jeff Sisk and Assistant Vice Chancellor for Academic Affairs and Workforce Alignment 
Zachary Adams will share a summary on outcomes from the statewide Workforce Convening 
held on April 22, 2024 at Volunteer State Community College 

 
 

IV. COMMITTEE ON EXTERNAL AFFAIRS 
 

1. CONSENT AGENDA 

A. Revisions to TBR Policy 9.01.03.00 Advertising 

The proposed revisions add a new subsection to the policy.  The revisions are intended to clarify two 
issues.   
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1. Non-credit and workforce development programs must be marketed in accordance with 
applicable marketing policies.   
  
2. Some non-credit programs are created and taught by third parties, and those who complete the 
programs receive a credential from the third party.  The revision is to clarify that marketing materials 
must explain in such situations that any credential received will be from a third party, and not the 
college.  
  
The proposed revisions have been reviewed by the Chief Marketing Officers and the Presidents. 
 

2. LEGISLATIVE PRIORITIES (Executive Vice Chancellor Kim McCormick) 
 
Executive Vice Chancellor Kim McCormick will present an overview of the 2025 Legislative 
Priorities, which are applicable for the upcoming legislative session.  These priorities were 
developed by TBR System Leadership and TBR Presidents. The 114th Tennessee General Assembly 
will convene on January 14, 2025, and the Department of Government Relations in the Office of 
External Affairs will advocate on behalf of TBR to the members of the Tennessee General 
Assembly.     
 
 

V. COMMITTEE ON FINANCE AND BUSINESS OPERATIONS 
 

1. CONSENT AGENDA 

A. Revisions to TBR Policy 4.02.01.00 Approvals of Agreements and Contracts 

The substantive proposed revisions to this policy are as follows:  
  
1. The proposed revisions consistently use the term “contract” when referring to any type of 
document that meets the policy’s definition of a contract and that must be reviewed and approved in 
accordance with policy.  
  
2. The revisions in Section II.A.9 bring the policy into alignment with predominant practices.  The 
documents indicated in the stricken language currently are not routinely submitted for approval by 
the Chancellor and do not need to be approved by the Chancellor (unless required by a separate 
provision of the policy).  
  
3. Section II.A.10 is designed primarily to ensure that the Chancellor approves any contract in 
which student information will be shared with a researcher pursuant to FERPA’s “studies” 
exception.  This provision applies only to the sharing of student information pursuant to the FERPA 
provisions identified in the policy and does not include sharing of student information authorized by 
other FERPA provisions, specifically including, but not limited to, outsourcing of services that could 
be performed by school officials.  
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4. Section II.A.11 clarifies that TCAT contracts must be approved by the Chancellor, unless there is 
a specific exception.  
   
 The proposed revisions, which have been through the Business Affairs Subcouncil and Presidents 
Council, are attached in tracked changes and clean copy format.  

 
2. LEGISLATIVE PRIORITIES BUDGET REQUEST (Vice Chancellor Alisha Fox/Executive 

Vice Chancellor Kim McCormick/ Executive Vice Chancellor Russ Deaton) 
 

On an annual basis, Board staff develop a list of System funding needs that are not recognized 
through the higher education funding formula.  Items identified are intended to have broad benefit 
across the System and to align with the State’s strategic goals.  Review of these items by the Board 
is the first step in this process.  Items will be then submitted to the Tennessee Higher Education 
Commission for its consideration.  TBR items endorsed by the Commission are then forwarded to 
the Governor for his consideration in developing his FY 2025-2026 budget recommendations to the 
General Assembly.  The legislature then ultimately determines which items recommended are 
funded.  There are five funding requests and one legislative request, totaling approximately 
$456,250,000 million ($25,700,000 million Recurring and $430,550,000 Non-recurring).  
  
While each of the included items is worthy of consideration, it is noted that the System’s priority is 
that THEC’s formula funding recommendations be sufficient to recognize improvements in 
outcomes funded through the outcome formula.  

 
FRIDAY, SEPTEMBER 20, 2024 
 
I. MINUTES 

 
A. Minutes from the June 13, 2024 Quarterly Board Meeting 

 
The Board will consider approving minutes from the June 13, 2024 quarterly board meeting. 
 
 

II. REPORT OF INTERIM ACTION 
 
This report serves as a record of business transacted by the Office of the Chancellor since the previous 
meeting of the Board. A copy of the report is enclosed in the materials. 
 

 
III. REPORT OF THE COMMITTEES 

 
The Board will consider approving the minutes of the following committee meetings: 
 
A. Report of the Academic and Policies Programs/Student Life Committee on September 19, 2024 
B. Report of the External Affairs Committee Meeting on September 19, 2024 
C. Report of the Workforce Development Committee Meeting on September 19, 2024 
D. Report of the Audit Committee Meeting on August 27, 2024 
E. Report of the Finance and Business Operations Committee Meeting on September 19, 2024 
F. Report of the Personnel and Compensation Committee Meeting on September 19, 2024 
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IV. REPORT OF THE REGENTS AWARD FOR EXCELLENCE IN PHILANTHROPY 

 
Recipients of the Regents award for Excellence in Philanthropy are selected based on the generous 
giving of their time, resources, influence on volunteers to become involved in fundraising, active 
promotion of higher education, leadership in philanthropy, exceptional civic responsibility, and integrity. 
The Board will receive a report on the following awards presented on July 29, 2024, and July 30, 2024:  
  
State Representative Greg Vital  
  
State Representative Greg Vital, President and Co-Founder of Morning Pointe Senior Living, accepted 
the 2024 Regents Award for Excellence in Philanthropy as nominated by Chattanooga State Community 
College. The award was presented by Regent Tom White during a ceremony in the Gerald McCormick 
Center held on July 29, 2024.   
 
Dr. Karen A. Bowyer  
  
Dr. Karen A. Bowyer accepted the 2024 Regents Award for Excellence in Philanthropy as nominated by 
Dyersburg State Community College. The award was presented by Regent Kyle Spurgeon at the DSCC 
Annual Foundation Dinner on July 30, 2024.   

 
 

V. REPORT OF THE CHANCELLOR  
 
 Student Access and Success Data 

 
 

VI. UNFINISHED BUSINESS  
 
 
VII. NEW BUSINESS  
 

A. CONSENT AGENDA 
 

1. Revisions to TBR Policy 1.08.04.00 Personally Identifiable Information 
 

TBR institutions create, collect, maintain, use, and transmit personally identifiable information 
relating to individuals associated with the institution including, but not limited to, students, 
alumni, faculty, administrators, staff, and service employees. TBR institutions are committed to 
protecting PII against inappropriate access and use in compliance with applicable laws and 
regulations.  

  
The proposed revisions, which have been approved by the IT Sub council and Presidents 
Council, are attached in tracked changes and clean copy form.  
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2. Revisions to TBR Policy 1.08.03.00, Digital Identity, Authentication Management, and
Access Control

This policy revision enhances the existing Access Control policy, 1.08.03.00 by eliminating 
redundant wording and establishes a minimum expectation with respect to digital identity 
authentication methods, access controls, and password construction to protect data stored on 
computer systems throughout the TBR system. This also includes a policy title revision to 
1.08.03.00, Digital Identity, Authentication Management, and Access Control.  

The proposed revisions were approved by the IT Sub council and Presidents Council. 

Current and revised versions are enclosed. Due to the comprehensive nature of revisions, 
tracked changes are not included. 

B. RECOMMENDATION FOR NEXT PRESIDENT AT TCAT JACKSON (Chancellor Flora
Tydings)

The Board approved the search criteria and recruitment for the next president at TCAT Jackson at the regular 
Board meeting on June 13, 2024.    

On-campus interviews took place on September 4, 2024.  

After careful consideration of the feedback received, the Chancellor will recommend the next president of TCAT 
Jackson.    

C. APPROVAL OF PROPOSED 2025 MEETING DATES (Chancellor Flora Tydings)

The Board will be asked to review and consider the following dates and locations for quarterly meetings 
in 2025. 

Wednesday, February 26, 2025  TBR System Office 

Thursday and Friday, June 12 and 13, 2025 Northeast State Community 
College 

Thursday and Friday, September 18 and 19, 2025 Roane State Community College 

Tuesday, December 9, 2025 TBR System Office 



 

 
 

Tennessee Board of Regents 
Committee on Academic Policies and Programs and Student Life 

September 19, 2024 
 

AGENDA 
1. CONSENT AGENDA 

 
A. PROPOSED REVISIONS TO TBR POLICY: 2:01:00:00 GENERAL 

EDUCATION REQUIREMENTS AND DEGREE REQUIREMENTS  
(Vice Chancellor Jothany Reed) 

 
The review process for Policy 2.01.00.00 began in March 2024 with the General Education 
Core Steering Committee and was presented for first reading at the April 2024 Joint 
Academic Affairs/Student Affairs and Faculty Sub-council meetings. The policy was posted 
for a one-month, open comment period for all sub-council members, and suggested revisions 
were incorporated into the proposed final document. Those revisions are grouped into the 
following: 

 
1. Reference the 2025 TBR Core framework document. (§I.A) 
2. Remove sections pertaining to university governance and degrees. (§II. A) 
3. Remove clauses more appropriate for other policies. 

  2.00.01.06 Articulation and Transfer (§II.B.3) 
  2.03.00.00 Admission at the Community Colleges (§IV) 
  2.03.00.02 Community College Learning Support (§II.C) 

4. Remove inactive links. (§I.C) 
5. Specify degrees with special distribution requirements. (§I.D) 
6. Delete defunct deficiency thresholds. (§II.D.) 
7. Include Core course approval process. (§III) 
8. General language cleanup/clarification/organization. 

 
The proposed revised policy passed unanimously through the Joint Academic Affairs/Student 
Affairs Sub-council and the Faculty Sub-council during their July 2024 meetings. The 
proposed revisions were approved by the Presidents Council during their meeting on August 
7, 2024. Policy 2.01.00.00 General Education Requirements and Degree Requirements is 
scheduled for the consent agenda at the Board’s September 2024 meeting of the Committee 
on Academic Policies and Programs/Student Life.   

 
2. TCAT PROGRAM APPROVALS (Vice Chancellor Jothany Reed) 

 
Eighteen (18) program proposals are being presented for the Committee’s review and 
approval. These proposals will allow the Technical Colleges to be more responsive to the 
needs of students, businesses, and industries. 

 



Seventeen (17) academic actions were submitted by a TCAT institution to the Vice 
Chancellor for approval based on section C of the TBR Policy: 2:01:02:00, requiring only 
notification to the Vice Chancellor. 

 
3. INSTITUTIONAL MISSION PROFILES (Executive Vice Chancellor Russ Deaton) 
 
Per the Complete College Act of 2010 and reiterated in the FOCUS Act of 2016, the 
Tennessee Higher Education Commission (THEC) reviews and approves Institutional 
Mission Profiles annually for all community colleges and universities. In addition, TBR 
considers it a best practice to have the Board regularly review and approve Institutional 
Mission Statements as part of accreditation requirements. Each community college’s draft 
profile and mission statement are included for review. The institutional mission profiles are 
used primarily to communicate the institution’s distinct mission to stakeholders, and as a 
guide for THEC in the development of the outcomes-based funding formula. Institutions 
submit the proposed profile to their respective governing board for review and action before 
submission to THEC for action. If approved, TBR will submit the profiles to THEC for 
review and action at its November 2024 quarterly meeting, and it will provide each 
community college with its approved mission statement as it prepares for work related to 
institutional accreditation. 

 
4. 2025 TENNESSEE BOARD OF REGENTS GENERAL EDUCATION CORE 
(Vice Chancellor Jothany Reed/Associate Vice Chancellor Robert Denn) 

 
The 2025 TBR Core was unanimously approved by the 13 community colleges in March and 
will go into effect in the fall term next year. This is the first revision of general education 
since its inception in 2002. The 2025 Core is the product of a 5-year effort involving 
hundreds of faculty members, academic affairs leaders, student affairs personnel, institutional 
research teams, and research librarians.  

 
The foundational framework of the new model is the Core Competency Constellation; all 
category and course learning outcomes align with these 7 Core Competencies: 

 
Scientific Inquiry & Mathematical Reasoning 
Creative & Artistic Expression 
Global & Cultural Awareness 
Information Literacy 
Communication 
Ethical Reasoning 
Critical Thinking 

 
Leading up to the Core launch, each institution will engage in a Core Campaign with the 
purpose of cultivating awareness about the relevant, integral, and holistic nature of general 
education and its importance to students’ personal and professional lives. 

 
 
 
 
 
 
 



5. RESEARCH AND INNOVATION PROJECTS (Executive Vice Chancellor  
Russ Deaton/Assistant Vice Chancellor Amy Moreland) 

 
      TBR’s Office of Policy and Strategy conducts research projects to develop a deeper  
      understanding of student outcomes, the barriers that students may encounter, and the  
      practices that may improve student outcomes. With support from federal, state, and  
      philanthropic grants, these projects explore innovative practices and test their effectiveness in  
      improving student outcomes. 
 
      In this informational update, TBR staff will provide an overview of the goals, findings, and 
      potential next steps for three current Research and Innovation Projects. These projects  
      include: 
 

 The Tennessee Coaching Project: a three-year pilot project at Jackson and 
Northeast State Community Colleges to test the impact of a new model of student 
success coaching for students who are placed into learning support and adult learners. 
 

 Fast Track to Success: a two-year research project to explore student outcomes in 7-
week accelerated courses, in partnership with Chattanooga, Dyersburg, and Nashville 
State Community Colleges. 
 

 Reimagining the Community College Experience: a three-year pilot project to 
create academic programs and experience where every first-time student can earn a 
stackable workforce certificate in their first year of college, supported by robust 
career advising and exploration opportunities. 

 





























TO: Members of the Tennessee Board of Regents

FROM: Flora W. Tydings

DATE: September 20, 2024

SUBJECT: Interim Action Report Third Quarter

The following constitutes a record of business transacted by the Office of the Chancellor 
since the previous regular quarterly meeting of the Board of Regents under the authority 
of Article IV.G(13) of the Bylaws and also TBR Policy 1.04.01.00, Section I.G., which grants 
to the Chancellor interim authority to act on behalf of the Board. Pending any questions, 
the actions are recommended for Board consideration and confirmation.

PERSONNEL ACTIONS Tennessee Board of Regents Staff

Appointments:
Shateara Hall, Curriculum and Workforce Strategist; Effective 7/15/2024
Jessica Hamblen, Service Center Associate for Contracts and Reporting; Effective 
7/15/2024 
Caleb Giles, Service Center Associate for Procurement and Travel; Effective 
7/17/2024
Mason Berry, Administrative Assistant I for External Affairs; Effective 7/22/2024
Brian Gafford, Project Manager for Facilities Development; Effective 8/1/2024
Charity Freeman, Service Center Associate for Financial Aid; Effective 8/6/2024
Donna Daniel, Service Center Associate for Contracts and Reporting; Effective 
8/7/2024
Dustin Warren, Curriculum & Workforce Strategist; Effective 8/12/2024
Caitlin Bell, Service Center Associate for Financial Aid; Effective 8/19/2024
Marla Cartwright, Associate Vice Chancellor for Innovation in Teaching and 
Learning; Effective 8/26/2024
Sara Jackson, SAILS Director of Business Operations; Effective 8/26/2024
Amie Nephew, Director of Accessibility; Effective 8/26/2024
Troy Grant, Vice Chancellor for Strategic Enrollment Management; Effective 
9/3/2024
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Michael Stamm, Database Administrator; Effective 9/9/2024

Reclassifications:
Susan Wolf, Accounts Payables Associate to Accounts Payables and Vendor 
Management Coordinator; Effective 6/24/2024
Erika Adams, Financial Aid Associate to Service Center Coordinator for Financial 
Aid; Effective 7/1/2024
Lakenya Davis: Financial Aid Associate to Service Center Coordinator for Financial 
Aid; Effective 7/1/2024
Brittany Mixon, Financial Aid Associate to Service Center Coordinator for Financial 
Aid; Effective 7/1/2024
Lauren Sweeton, Administrative Assistant III for External Affairs to Coordinator 
for External Affairs; Effective 7/1/2024
Deanna Morris Stacey, Director of Operations to Organizational Effectiveness to 
Assistant Vice Chancellor for Programs and Leadership in Policy and Strategy; 
Effective 7/8/2024
Heidi Leming, Vice Chancellor for Student Success to Vice Chancellor for Student 
Success and Strategic Partnerships; Effective 8/1/24
Jennifer Garoutte, Investigative Audit Manager to Investigative Audit Manager; 
Effective 8/1/2024 (responsibilities and pay only)
Jacqueline Struckmeyer, Director of Internal Audit to Executive Director of 
Internal Audit; Effective 8/1/2024

Promotions:
Kristy Sells, Database Administrator to Service Center Database Administrator; 
Effective 8/1/2024

Degree Attainment:
Cara DeLoach, Doctorate Degree; Effective May 2024
Matthew Gann, Doctorate Degree; Effective May 2024
Hidahis Mesa, Doctorate Degree; Effective May 2024
Mariah Perry, Doctorate Degree; Effective May 2024

Certified Admin. Prof: None

Retirement: None

Separations:
Julia Rhoady, SAILS Field Coordinator; Effective 7/26/2024
Monica Hayes, Human Resources Associate; Effective 7/31/2024
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Appointments: Vice President and Other Executives Appointments:  Attachment A

Vice President and Other Executives Increases: Attachment B

II.       ACCEPTANCE OF GIFTS AND GRANTS

III.     CONSTRUCTION PROJECTS: 
State Building Commission Activities:  Attachment C
Summary of Construction Contracts:    Attachment D

IV.     APPROVAL OF CONTRACTS AND AGREEMENTS: Attachment E
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BOARD TRANSMITTAL

MEETING:  Quarterly Board Meeting 

SUBJECT: Interim Action Contracts Report 

DATE:  September 20, 2024 

PRESENTER: N/A (Interim Action Report)

PRESENTATION 
REQUIREMENTS: None  

ACTION REQUIRED: Informational Purposes 

STAFF 
RECOMMENDATION: Not Applicable 

The Interim Action Contracts Report provides a listing of the contracts approved beginning May 
18, 2024, and ending on August 22, 2024.  In addition to the contract listing, a summary of the 
approved contracts for this reporting period is also provided. 

During the reporting period, a total of 562 contracts were approved at the System Office.  An 
overview is provided below: 

Contract 
Amendments

Clinical 
Affiliations

Dual 
Services

Professional 
Services

Service 
Agreements Other

49 99 3 22 29 360





















A
m

e
nd

m
e

nt

to
 E

xi
st

in
g

C
lin

ic
a

l
D

ua
l

P
ro

fe
ss

io
n

a
l

S
e

rv
ic

e
C

o
n

tr
a

ct

D
ep

t.
/In

st
itu

tio
n

C
on

tr
a

ct
A

ff
ili

at
io

n
S

e
rv

ic
es

S
e

rv
ic

es
A

g
re

em
e

n
t

O
th

e
r

T
o

ta
l

T
B

R
 O

ffi
ce

s

A
ca

de
m

ic
s

  
  

  
   

   
   

   
5 

   
   

   
   

  
   

  -
 

  
  

   
  

   
   

  -
 

   
   

   
   

   
   

 1
 

  
  

   
   

   
  

   
 2

 
   

   
   

   
   

 2
 

   
   

   
   

   
  

10
 

e
C

a
m

p
us

  
  

  
   

   
   

   
1 

   
   

   
   

  
   

  -
 

  
  

   
  

   
   

  -
 

   
   

   
   

   
   

  
- 

  
  

   
   

   
  

   
  -

 
   

   
   

   
   

  -
 

  
  

   
   

   
   

   
1 

T
B

R
 C

o
m

bi
n

ed
  

   
   

   
   

  
16

 
  

   
  

   
   

   
   

1 
  

  
   

   
   

  
  -

 
   

   
   

   
   

   
 7

 
  

  
   

   
   

   
   

4
 

  
   

   
   

   
2

4 
   

  
   

   
   

   
52

 

S
u

b
to

ta
l

  
   

   
  

   
   

22
 

  
  

   
   

   
   

   
1

 
  

  
   

  
   

   
  -

 
   

   
   

   
   

  
  8

 
  

  
   

   
   

  
   

 6
 

  
   

   
  

   
 2

6 
  

   
   

   
  

   
 6

3 

In
st

itu
tio

ns

A
P

S
U

  
  

  
   

   
   

   
 -

 
 -

 
 -

 
  

  
   

   
   

   
  

  -
 

 -
 

  
   

   
   

  
   

 -
 

   
   

   
  

   
   

   
- 

E
T

S
U

   
   

   
   

   
   

 -
 

   
   

  
   

   
   

  -
 

  
  

  
   

   
   

  -
 

   
   

   
   

  
   

   
- 

 -
 

  
  

   
  

   
   

  -
 

  
   

  
   

   
   

   
 -

 

M
T

S
U

   
   

   
   

   
   

 -
 

   
   

  
   

   
   

  -
 

  
  

  
   

   
   

  -
 

   
   

   
   

  
   

   
- 

 -
 

  
  

   
  

   
   

  -
 

  
   

  
   

   
   

   
 -

 

T
S

U
   

   
   

   
   

   
 -

 
   

   
  

   
   

   
  -

 
  

  
  

   
   

   
  -

 
   

   
   

   
  

   
   

- 
 -

 
  

  
   

  
   

   
  -

 
  

   
  

   
   

   
   

 -
 

T
T

U
   

   
   

   
   

   
 -

 
   

   
  

   
   

   
  -

 
  

  
  

   
   

   
  -

 
   

   
   

   
  

   
   

- 
 -

 
  

  
   

  
   

   
  -

 
  

   
  

   
   

   
   

 -
 

U
O

M
   

   
   

   
   

   
 -

 
   

   
  

   
   

   
  -

 
  

  
  

   
   

   
  -

 
   

   
   

   
  

   
   

- 
 -

 
  

  
   

  
   

   
  -

 
  

   
  

   
   

   
   

 -
 

C
S

C
C

  
  

  
   

   
   

   
1 

   
   

   
   

  
   

  -
 

  
  

   
  

   
   

  -
 

   
   

   
   

   
  

   
- 

  
  

   
   

   
  

   
  -

 
  

   
   

  
   

 1
0 

   
  

  
   

   
  

  1
1

 

C
lS

C
C

  
  

  
   

   
   

   
 -

 
   

   
   

  
   

   
  -

 
  

  
   

  
   

   
  -

 
   

   
   

   
   

  
   

- 
  

  
   

   
  

   
   

  -
 

   
   

   
   

   
  -

 
   

  
   

   
   

   
   

- 

C
oS

C
C

  
  

  
   

   
   

   
 -

 
   

   
   

  
   

   
  -

 
  

  
   

  
   

   
  -

 
   

   
   

   
   

  
   

- 
  

  
   

   
  

   
   

  -
 

   
   

   
   

   
 9

 
  

  
  

   
   

   
   

 9
 

D
S

C
C

  
  

  
   

   
   

   
 -

 
   

   
   

  
   

   
  -

 
  

  
   

  
   

   
  -

 
   

   
   

   
   

  
   

- 
  

  
   

   
  

   
   

  -
 

  
   

  
   

   
 1

0 
   

   
   

   
  

   
10

 

JS
C

C
  

  
  

   
   

   
   

3 
   

   
   

  
   

   
  -

 
  

  
   

  
   

   
 1

 
   

   
   

   
   

   
 2

 
  

  
   

   
   

  
   

  -
 

  
   

   
  

   
 4

0 
   

   
   

   
   

  
46

 

M
S

C
C

  
  

  
   

   
   

   
 -

 
   

   
   

  
   

   
  -

 
  

  
  

   
   

   
  -

 
   

   
   

   
   

  
   

- 
  

  
   

   
  

   
   

 2
 

  
   

  
   

   
 1

4 
   

  
  

   
   

  
  1

6
 

N
S

C
C

  
  

  
   

   
   

   
2 

  
  

   
   

   
   

   
1 

  
  

   
  

   
   

  -
 

   
   

   
   

   
   

  
- 

  
  

   
   

   
  

   
  -

 
   

   
   

   
   

 5
 

   
   

   
   

  
   

  8
 

N
eS

C
C

  
  

  
   

   
   

   
1 

   
   

   
   

  
   

  -
 

  
  

   
  

   
   

  -
 

   
   

   
   

   
   

  
- 

  
  

   
   

   
  

   
  -

 
  

   
   

  
   

 2
7 

   
   

   
   

  
   

28
 

P
S

C
C

  
  

  
   

   
   

   
1 

   
   

   
  

   
   

  -
 

  
  

   
  

   
   

  -
 

   
   

   
   

   
  

   
- 

  
  

   
   

  
   

   
 1

 
   

   
   

   
   

 2
 

   
  

  
   

   
  

   
 4

 

R
S

C
C

  
  

  
   

   
   

   
1 

   
   

   
   

  
   

  -
 

  
  

   
  

   
   

  -
 

   
   

   
   

   
  

   
- 

  
  

   
   

  
   

   
 1

 
   

   
   

   
   

  -
 

   
   

   
   

  
   

  2
 

S
T

C
C

  
  

  
   

   
   

   
 -

 
   

   
   

  
   

   
  -

 
  

  
  

   
   

   
  -

 
   

   
   

   
  

   
  2

 
  

  
   

   
  

   
   

 1
 

   
   

   
   

   
 8

 
   

  
  

   
   

  
  1

1
 

V
S

C
C

  
  

  
   

   
   

   
1 

   
   

   
  

   
   

  -
 

  
  

   
  

   
   

  -
 

   
   

   
   

   
  

   
- 

  
  

   
   

  
   

   
 1

 
   

   
   

   
   

 1
 

   
  

  
   

   
  

   
 3

 

W
S

C
C

  
  

  
   

   
   

   
1 

   
   

   
  

   
   

  -
 

  
  

   
  

   
   

  -
 

   
   

   
   

   
  

   
- 

  
  

   
   

  
   

   
  -

 
  

   
  

   
   

 4
7 

   
  

  
   

   
  

  4
8

 

T
C

A
T

 C
o

m
b

in
e

d
  

   
   

   
   

  
16

 
   

   
   

   
   

  
97

 
  

  
   

   
   

  
 2

 
  

  
  

   
   

   
  1

0
 

   
   

   
   

  
   

17
 

  
  

   
   

  
16

1
 

   
   

   
   

  
 3

03
 

S
u

b
to

ta
l

  
   

   
  

   
   

27
 

   
   

   
  

   
   

98
 

  
  

   
  

   
   

 3
 

   
   

   
   

   
  1

4
 

   
   

  
   

   
   

23
 

  
  

  
   

   
33

4
 

  
   

   
   

  
  4

9
9 

G
ra

n
d

 T
o

ta
l

  
   

   
  

   
   

49
 

   
   

   
  

   
   

99
 

  
  

   
  

   
   

 3
 

   
   

   
   

   
  2

2
 

   
   

  
   

   
   

29
 

  
  

  
   

   
36

0
 

  
   

   
   

   
 5

6
2 

S
u

m
m

a
ry

 b
y 

T
y

p
e

 o
f 

C
o

n
tr

a
ct

C
o

n
tr

a
c

ts
 A

p
p

ro
v

ed
 f

ro
m

 M
ay

 1
8

, 2
02

4 
to

 A
u

g
u

st
 2

2
, 2

0
2

4



 

 

 

 

BOARD TRANSMITTAL 

 

 

MEETING:    Quarterly Board Meeting 
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REQUIREMENTS:   N/A  

 

ACTION REQUIRED: Voice Vote  
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RECOMMENDATION:  Recommend Approval 

 

 

The Board will consider approval of the minutes from the September 19, 2024 meeting 

of the Committee on Academic Policies and Programs/Student Life. 
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REPORT OF THE 

 
COMMITTEE ON ACADEMIC POLICIES AND PROGRAMS AND  

 
STUDENT LIFE 

 
September 19, 2024 

 
 The Committee on Academic Policies and Programs and Student Life 

met in regular session on September 19, 2024 at Dyersburg State Community 

College. A quorum was present, and the meeting was called to order by 

Chairman Kyle Spurgeon. 

The first item on the agenda was revisions to TBR Policy 2.01.00.00, 

General Education Requirements and Degree Requirements which was 

recommended for approval on the Consent Agenda. A motion was made by 

Regent Burdine and seconded by Regent Varlan to approve the policy 

revision. A voice vote was taken, and the revisions were approved as 

presented. A copy of the policy listed is attached to the minutes as 

Attachment A.  

Next, the Committee considered the approval of eighteen new 

programs and seventeen academic actions following a presentation by Vice 
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Chancellor Jothany Reed. Regent Burdine made a motion to approve the 

eighteen new programs and Regent Varlan provided a second.  

The Committee approved the programs by voice vote. The programs 

approved included: implementation of the Cosmetology program at TCAT 

Crump main campus; replication of the existing Truck Driving program at 

TCAT Crump main campus; replication of the existing Truck Driving 

program at TCAT Crump Henderson-Chester Technology Center 

Instructional Service Center (2B); replication of the existing Welding 

Technology program at TCAT Crump-Wayne County Technology Center 

(2D); implementation of a Heating, Ventilation, Air Conditioning and 

Refrigeration program at TCAT Harriman main campus; implementation of a 

Heavy Equipment Service Technician program at TCAT Harriman main 

campus; implementation of a Millwright Skills program at TCAT Harriman 

main campus; implementation of a Pipefitting and Plumbing Technology 

PFP program at TCAT Harriman main campus; implementation of a 

Telecommunications, Networking, and Cybersecurity program at TCAT 

Harriman main campus; implementation of an Industrial Maintenance (IMS) 

program at TCAT Hartsville main campus and Tri-County Career and 
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Technical Education Center (AC); implementation of a 911 Dispatcher dual 

enrollment only program at TCAT Hohenwald-Perry County High School 

(2P); implementation of an Advanced Manufacturing Technology 

traditional/hybrid program at TCAT Hohenwald-Perry County Instructional 

Service Center (2E); replication of the existing Welding Technology as a 

part-time, evening program at TCAT Jackson-Chester County High School 

Instructional Service Center (J1); implementation of an Administrative 

Assistant Technology program at TCAT Jackson main campus; replication of 

an existing Practical Nursing as a part-time, evening program at TCAT 

Jackson-West Tennessee Healthcare Instructional Service Center (pending 

THEC site code approval); replication of an existing Welding Technology 

evening program at TCAT Knoxville-Karns Instructional Service Center 

(pending THEC site code approval); implementation of a Computer 

Operating Systems, Networking, and Cybersecurity program at TCAT 

Knoxville main campus; replication of an existing Nursing Aide program at 

TCAT Knoxville-Parkwest Instructional Service Center (3D).  

The following items were provided for the Committee’s information: 

duplicate the Computer Electronics program and offer evening part-time 20 
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hours a week 4 days a week 5 hours a day at TCAT Athens; terminate the 

evening Practical Nursing program at TCAT Dickson – Clarksville campus 

(2P); change the program name from Online Dietary Manager program to the 

Online Nutrition and Foodservice Professional Training Program (NFP) at 

TCAT Elizabethton; modify the evening Practical Nursing program located 

at TCAT Harriman-Loudon County Instructional Service Center (2H) to a 

full-time day program; terminate the Building Construction Technology 

program offered at TCAT Harriman-Lenoir City Instructional Service Center 

(2N); terminate the Industrial Maintenance Repair program located at TCAT 

Harriman main campus; terminate the Diesel-Powered Equipment 

Technology program located at TCAT Harriman-Loudon County 

Instructional Service Center (2H); terminate the Industrial Maintenance 

program at TCAT Jacksboro; terminate the Nursing Aide program at TCAT 

Jacksboro; modify the Emergency Medical Technology program modality 

from Hybrid/On Ground to On-Ground only at TCAT Jacksboro; terminate 

the Computer Information Technology program at TCAT Knoxville; modify 

the Collision Repair Technology program clock hours from 1728 to 1296 

hours at TCAT Murfreesboro; terminate the Early Childhood Education 

program at TCAT Nashville main campus; terminate the Practical Nursing 
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program at the TCAT Nashville-Portland Campus (2J); modify the Criminal 

Justice Correctional Officer program at TCAT Upper Cumberland-

Livingston campus from 864 to 600 hours; modify the Welding Technology 

program by adding Welding Helper at TCAT Upper Cumberland; and 

modify the Collision Repair Technology program from 1728 to 1296 hours at 

TCAT Upper Cumberland.  

As the next agenda item, Executive Vice Chancellor Russ Deaton 

shared a presentation on Institutional Mission Profiles. Regent Burdine made 

a motion to approve and Regent Varlan provided a second. The Institutional 

Mission Profiles were approved by voice vote. 

Next, the Committee heard a report of the 2025 Tennessee Board of 

Regents General Education Core. This item was for the Committee’s 

information.  

For the final item of business, the Committee heard about Research and 

Innovation Projects relating to Accelerated Courses, the TN Coaching 

Project, and Reimagining the Community College Experience. This item was 

for informational purposes. 

 



6 
 

There being no further business to come before the Committee, the 

meeting adjourned.     

Respectfully submitted, 

COMMITTEE ON ACADEMIC  POLICIES 
AND PROGRAMS AND STUDENT LIFE 

 
 
 

     Kyle Spurgeon, Chair 
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REPORT OF THE 
 

COMMITTEE ON EXTERNAL AFFAIRS 
 

September 19, 2024 
 

 The Committee on External Affairs met on September 19, 2024 at 

Dyersburg State Community College.  A quorum was present, and the 

meeting was called to order by Chair Danni Varlan. 

 The first item on the agenda was revisions to TBR Policy 

9.01.03.00, Advertising, which was recommended for approval on the 

Consent Agenda. A motion was made by Regent Spurgeon and seconded 

by Regent Powers to approve the policy revision. A voice vote was 

taken, and the revisions were approved as presented. A copy of the 

policy listed is attached to the minutes as Attachment A. 

Chair Varlan then called on Executive Vice Chancellor for 

External Affairs Kim McCormick for an informational presentation on 

the overarching system priorities and strategic initiatives for the 2025 

legislative session. Those initiatives include:  
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• Customer relationship management system  

• Expanding the Workforce Pipeline in Tennessee  

• Short-term training fund  

• Cyber security enhancements  

• Student support network  

• Community college workforce development revitalization  

These initiatives were developed by TBR System Leadership  

and the TBR Presidents. The Department of Government Relations in 

the Office of External Affairs will advocate on behalf of TBR to the 

members of the Tennessee General Assembly when they return for the 

first session of the 114th Tennessee General Assembly beginning 

January 14, 2025.  

Dr. McCormick also highlighted a recent effort of the Center for 

Workforce Development and the Marketing Department as they work in 

conjunction to engage industry partners across the state. 
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There being no further business to come before the Committee, the 

meeting adjourned.  

Respectfully submitted, 

 COMMITTEE ON EXTERNAL 
AFFAIRS 

 
 
         
 Danni Varlan, Chair 
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REPORT OF THE 
 

COMMITTEE ON WORKFORCE DEVELOPMENT 
 

September 19, 2024 
 

 The Committee on Workforce Development met on September 19, 

2024 at Dyersburg State Community College.  The meeting was called 

to order by Chairman Mark George. A  quorum was present. As Regent 

Barry Stephenson participated virtually, he responded during roll call 

that he could hear and speak with others in the meeting; and also, was 

alone in the room. 

Chairman George called on Executive Vice Chancellor for 

External Affairs Kim McCormick to introduce the Executive Director of 

the Center for Workforce Development, Jeff Sisk. Dr. Sisk began by 

sharing an update on the THEC reporting cycle and the Community 

College Workforce Hours preliminary report. Dr. Sisk informed the 

committee that preliminary workforce development contact hours for 

community colleges is up roughly 8% across the state from the previous 

year.  
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Dr. Sisk was then joined by Assistant Vice Chancellor Zachary 

Adams for a presentation on outcomes from the Workforce Convening 

held at Volunteer State Community College on April 22, 2024.  The 

findings from the Convening will be used to inform new statewide 

strategies for collaboration between the Tennessee Board of Regents, the 

Tennessee Department of Economic and Community Development, and 

the Tennessee Department of Labor and Workforce Development to 

create an education and workforce environment suitable for all 

Tennesseans. The overarching findings presented to the committee 

include:  

• Employers are ready to innovate.  

• Employers value TBR colleges.  

• Employers need stackable credentials.  

• Employers are committed to dual enrollment.  

Given these findings, TBR recommends the following actions: 
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• Establish a cross-agency working group of representatives from 

TBR, the Tennessee Department of Economic and Community 

Development, and the Tennessee Department of Labor and 

Workforce Development to reimagine regional and local support 

for employers that is sector-specific and informed by local assets.  

• Create the data infrastructure necessary to support the growth of 

noncredit programs that these regional one-stop service teams 

would develop. 

• Invest in marketing and communications to build short- and long-

term awareness of education opportunities and careers in key 

industries.  

There being no further business to come before the Committee, the 

meeting adjourned.  

Respectfully submitted, 

 COMMITTEE ON WORKFORCE 
DEVELOPMENT 

 
 
         
 Mark George, Chair 



BOARD TRANSMITTAL 

MEETING: Quarterly Board Meeting 

SUBJECT: Report of the Committee on Audit 

DATE: September 20, 2024 

PRESENTER: Regent Miles Burdine 

PRESENTATION  
REQUIREMENTS: N/A 

ACTION REQUIRED: Voice Vote 

STAFF  
RECOMMENDATION: Recommend Approval 

The Board will consider approval of the minutes from the August 27, 2024 meeting of 
the Committee on Audit. 
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REPORT OF THE 

COMMITTEE ON AUDIT 

 

August 27, 2024 

 

 The Committee on Audit met in regular session on August 27, 2024, at 

10:25 a.m. via Microsoft Teams. The roll was called by Secretary Mariah 

Perry. The roll call confirmed that a quorum was present; all Committee 

members in attendance and the Board’s Vice Chair confirmed that they could 

simultaneously hear and speak to other participants; and that no other people 

were present in the room with each Regent.  In attendance were system office 

and institutional staff; the Board’s Vice Chair, Regent Emily Reynolds; and 

other Board members, including the following Audit Committee members: 

Regent Miles Burdine, Audit Committee Chair  

Regent Todd Kaestner 

Regent Tom White 

The necessity of the electronic meeting was confirmed by unanimous 

consent due to it being the most economically efficient way to have matters 

considered that require timely action. 
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Regent Burdine opened the meeting by thanking everyone and 

welcoming the audit committee. Mike Batson echoed the thanks and began 

the informational reporting section.  

Item I, Informational Reporting, included four topics for discussion. 

Item I.a., Highlights of Audit Findings and Recommendations, consisted of 

Mike Batson discussing the following topic: Recommendation Logs, 

Miscellaneous External Reviews, Federal Audits, and Internal Audit Reports 

included in the materials. Mr. Batson covered reviews from the following: 

Tennessee Higher Education Commission- Tennessee Student Assistance 

Corporation Program Review for Chattanooga State, Roane State, TCAT 

Chattanooga, and TCAT Knoxville; Tennessee Department of Health – ELC 

Grant Monitoring Review for Volunteer State; Tennessee Department of 

Safety & Homeland Security- CDL Audit for TCAT Chattanooga;  U.S. 

Department of Veterans Affairs Compliance Surveys for Chattanooga State, 

Cleveland State, Columbia State, Motlow State, TCAT Crossville, TCAT 

Hartsville, TCAT Knoxville, TCAT Livingston, TCAT Pulaski, and TCAT 

Shelbyville; U.S. Department of Labor Enhanced Desk Monitoring Review 
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for Northeast State; U.S. Department of Defense Institutional Compliance 

Program review for Columbia State; HEERF Public Reporting Review for 

Chattanooga State; Payroll Activities Audit for Volunteer State; Internal 

Controls Audits for TCAT Livingston and TCAT Shelbyville; Faculty 

Credentials Audit for Chattanooga State; and Investigation 2024-02 for 

Northeast State. This item was for informational purposes and required no 

action.  

 Item I.b., Audit Reports and Reviews, consisted of informing the 

committee that a summary of the Miscellaneous External Reviews, Federal 

Audit Reports, and the Internal Audit Reports for the fourth quarter of fiscal 

year 2024 are included in the meeting materials. Highlights of these materials 

were covered in section I.a. of the meeting. A listing of the Internal Audit 

Reports is included as Attachment A to these minutes. This item was for 

informational purposes and required no action.  

Item I.c., System-wide Internal Audit Updates, consisted of discussing 

the following topics: current Director of Internal Audit vacancies; new audit 

directors at Columbia State, Dyersburg State, and Southwest Tennessee 
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Community College; and an update on this year’s Management’s Risk 

Assessment to be presented in the Non-Public Executive Session. This item 

was for informational purposes and required no action. 

Item I.d., Review of Internal Audit Year-End Status Reports for Fiscal 

Year 2024, was presented by Mike Batson. This item was for informational 

purposes and required no action.  

Item II.a., Review of Internal Audit Plans for Fiscal Year 2025 was 

presented by Mike Batson.  

A motion was made by Regent White and seconded by Regent Kaestner 

to approve the audit plans. The Committee voted in a roll call vote to approve 

the audit plans as presented.  The audit plans are included as Attachment B 

to these minutes. 

Item II.b., Review of Internal Audit Charters, included new charters for 

Dyersburg State Community College due to a new audit director at the 

campus and Volunteer State Community College due to a new president.  



5 

 

 

 

 

A motion was made by Regent Kaestner and seconded by Regent White 

to approve the charters. The Committee voted to approve the charters in a roll 

call vote. The charters are included as Attachment C to these minutes. 

Item II.c., Review of Charters, Responsibilities, and the IIA Standards, 

was presented by Mike Batson. Mr. Batson outlined and highlighted several 

responsibilities, roles, and authority of the audit committee.  

The Audit Committee Charter was reviewed with the committee by Mr. 

Batson. No revisions were recommended by staff at this time.   

The Internal Audit Charter template was reviewed with the committee. 

No revisions were recommended by staff at this time. 

A motion was made by Regent Kaestner and seconded by Regent White 

to approve no changes to the charters. The Committee voted to approve no 

changes in a roll call vote.  

 

 

 



6 

 

 

 

 

There being no further business to come before the Committee on 

Audit, the meeting was adjourned. 

Respectfully submitted, 

 

Committee on Audit 

 

______________________________ 

Miles Burdine, Committee Chair 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 
 
 

BOARD TRANSMITTAL 

 
 
MEETING:    Quarterly Board Meeting 
 
SUBJECT: Report of the Committee on Finance and Business 

Operations 
 
DATE:     September 20, 2024 
 
PRESENTER: Regent Tom White 
 
PRESENTATION  
REQUIREMENTS:   N/A  
 
ACTION REQUIRED: Roll Call Vote  
 
STAFF  
RECOMMENDATION:  Recommend Approval 
 

 
The Board will consider approval of the minutes from the September 19, 2024 meeting 
of the Committee on Finance and Business Operations. 
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REPORT OF THE  
 

COMMITTEE ON FINANCE AND BUSINESS OPERATIONS  
  

September 19, 2024  
  

The Committee on Finance and Business Operations met on 

September 19, 2024 at Dyersburg State Community College. A quorum 

was present, and the meeting was called to order by Chairman Tom White. 

The first item on the agenda was proposed revisions to TBR Policy 

4.02.01.00, Approvals of Agreements and Contracts which were 

recommended for approval on the Consent Agenda.  A motion was made 

by Regent Kaestner and seconded by Regent Harrell to approve the policy 

revision.  A roll call vote was taken, and the revisions were approved as 

presented. A copy of the policy listed is attached to the minutes as 

Attachment A.  

The second item on the agenda was the review and consideration of 

the Legislative Priorities Budget Request.  The committee recommends 

approval of the five presented priorities totaling $456,250,000 

($25,700,000 Recurring and $430,550,000 Non-recurring).  A motion 

was made by Regent George and seconded by Regent Harrell to approve 



2 
 

the recommendation for the Legislative Priorities Budget Request. A roll 

call vote was taken, and the recommendations were approved as 

presented. 

There being no further business to come before the Committee, the 

meeting was adjourned.  

Respectfully submitted, 

COMMITTEE ON FINANCE AND 
BUSINESS OPERATIONS 

 
 
         

 Tom White, Chair 
 



 

 
 
 

BOARD TRANSMITTAL 

 
 
MEETING:    Quarterly Board Meeting 
 
SUBJECT: Report of the Committee on Personnel and Compensation   
 
DATE:     September 20, 2024 
 
PRESENTER: Regent Nisha Powers 
 
PRESENTATION  
REQUIREMENTS:   N/A  
 
ACTION REQUIRED: Roll Call Vote  
 
STAFF  
RECOMMENDATION:  Recommend Approval 
 

 
The Board will consider approval of the minutes from the September 19, 2024 meeting 
of the Committee on Personnel and Compensation. 
 
 
 
 
 
 
 
 
 
 
 
 
 

 



1 
 

REPORT OF THE 
 

COMMITTEE ON PERSONNEL AND COMPENSATION 
 

September 19, 2024 
 

 The Committee on Personnel and Compensation met on September 

19, 2024 at Dyersburg State Community College.  The meeting was called 

to order by Chair Nisha Powers. A quorum was present. As Regent Barry 

Stephenson participated virtually, he responded during roll call that he 

could hear and speak with others in the meeting; and also, was alone in 

the room. 

 The first item on the agenda for consideration was the Consent 

Agenda.  The Committee considered for approval the following items:  

A.  Promotion Recommendation at Pellissippi State Community   
 College  
 

B.  Faculty Promotion Increases Corrections at Pellissippi State   
 Community College  

 
C.  Revisions to Policy 6.04.00.00, Pregnancy, Childbirth, and    

 Related Medical Conditions  
 

Regent Hooper made a motion to approve the items presented under the 

consent agenda.  Regent Burdine provided a second.   
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A roll call vote was taken, and the motion passed. A copy of the promotion 

recommendation at Pellissippi State Community College is attached to the 

Minutes as Attachment A. A copy of the faculty promotion increases as 

presented is attached to the Minutes as Attachment B. A copy of the policy 

revision is attached to the Minutes as Attachment C. 

Next, the Committee considered faculty emeriti requests from three 

(3) community colleges: one (1) each from Northeast State and Roane 

State, and two (2) from Motlow State.  Regent Burdine made a motion to 

accept the faculty emeriti recommendations as presented.  Regent Hooper 

provided a second.  A roll call vote was taken, and the motion passed. A 

copy of the faculty emeritus requests are attached to the minutes as 

Attachment D. 

There being no further business, the Committee on Personnel and 

Compensation was adjourned.     

  Respectfully submitted, 

COMMITTEE ON PERSONNEL AND 
COMPENSATION 

  

 __________________________ 

 Nisha Powers, Chair 



 

 
 
 

BOARD TRANSMITTAL 

 
 
MEETING:    Quarterly Board Meeting 
 
SUBJECT: Report of the Regents Award for Excellence in 

Philanthropy 
 
DATE:     September 20, 2024 
 
PRESENTER: Regent Danni Varlan 
 
PRESENTATION  
REQUIREMENTS:   5 Minutes  
 
ACTION REQUIRED: Informational Purposes  
 
STAFF  
RECOMMENDATION:  Not Applicable 
 

 
Recipients of the Regents award for Excellence in Philanthropy are selected based on the 
generous giving of their time, resources, influence on volunteers to become involved in 
fundraising, active promotion of higher education, leadership in philanthropy, exceptional civic 
responsibility, and integrity. The Board will receive a report on the following awards presented 
on July 29, 2024 and July 30, 2024: 
 
State Representative Greg Vital 
 
State Representative Greg Vital, President and Co-Founder of Morning Pointe Senior Living, 
accepted the 2024 Regents Award for Excellence in Philanthropy as nominated by Chattanooga 
State Community College. The award was presented by Regent Tom White during a ceremony  
in the Gerald McCormick Center held on July 29, 2024.  
 
Dr. Karen A. Bowyer 
 
Dr. Karen A. Bowyer accepted the 2024 Regents Award for Excellence in Philanthropy as 
nominated by Dyersburg State Community College. The award was presented by Regent Kyle 
Spurgeon at the DSCC Annual Foundation Dinner on July 30, 2024.  
 
 
 



 

 
 
 

BOARD TRANSMITTAL 

 
 
MEETING:    Quarterly Board Meeting 
 
SUBJECT: Proposed Revisions to TBR Policy 1.08.04.00 Personally 

Identifiable Information 
 
DATE:     September 20, 2024 
 
PRESENTER: General Counsel Brian Lapps/Vice Chancellor Alisha Fox 
 
PRESENTATION  
REQUIREMENTS:   5 minutes  
 
ACTION REQUIRED: Voice Vote  
 
STAFF  
RECOMMENDATION:  Recommend Approval 
 

 
TBR institutions create, collect, maintain, use, and transmit personally identifiable information 
relating to individuals associated with the institution including, but not limited to, students, 
alumni, faculty, administrators, staff, and service employees. TBR institutions are committed to 
protecting PII against inappropriate access and use in compliance with applicable laws and 
regulations. 
 
The proposed revisions, which have been approved by the IT Sub council and Presidents 
Council, are attached in tracked changes and clean copy form. 
 
 
 
 
 
 
 
 
 
 
 



Personally Identifiable Information (PII) 
(formerly G-053): 1.08.04.00 (formerly G-053) 
Policy Area 
Governance, Organization, and General Policies 
Applicable Divisions 
TCATs, Community Colleges, System Office, Board Members 
Purpose 
TBR institutions create, collect, maintain, use, and transmit personally identifiable 
information relating to individuals associated with the institution including, but not limited 
to, students, alumni, faculty, administrators, staff, and service employees. TBR 
institutions are committed to protecting PII against inappropriate access and use in 
compliance with applicable laws and regulations in order to maximize trust and integrity. 

Definitions 

 Data Custodians - Data Custodians are the people responsible for oversight of 

personally-identifiable information in their respective areas of institutional operations. 

 The Data Custodian Owner (also called a Data Steward or Data Owner) is the 

person who has administrative control and has been officially designated as 

accountable for a specific information asset or dataset. This person would determine 

who has access to what and IT implements the controls to match. 

 Minimum Necessary - Minimum Necessary is the standard that defines that the least 

information and fewest people should be involved to satisfactorily perform a 

particular function. 

 Personally Identifiable Information (PII) - Information that has not been lawfully 

made publicly available and which can be used to distinguish or trace an individual's 

identity, such as their ID, Social Security number, driver license, or biometric 

records, alone, or when combined with other personal or identifying information 

which is linked or linkable to a specific individual, such as date and place of birth, 

mother's maiden name, etc. Certain privacy laws, and policies based on those laws, 

may use a different definition of PII. 



 Directory information - Directory information is information that is generally not 

considered harmful or an invasion of privacy if released. It can also be disclosed to 

outside organizations. 

Policy 

I. Policy 

A. Members of the TBR community shall employ reasonable and appropriate 

administrative, technical, and physical safeguards to protect the integrity, 

confidentiality, and security of all personally identifiable information (PII), 

irrespective of its source or ownership or the medium used to store it. 

B. All individuals who dispense, receive, and store PII have responsibilities to 

safeguard it. 

C. In adopting this policy, the System is guided by the following objectives: 

1. To enhance individual privacy for members of the TBR community through 

the secure handling of PII. 

2. To ensure that all members of the TBR community understand their 

obligations and individual responsibilities under this policy by providing 

appropriate training that shall permit the TBR community to comply with both 

the letter and the spirit of all applicable privacy legislation. Each member 

institution will be responsible for determining the means of training for its 

institution. 

3. To increase security and management of Social Security numbers (SSNs) by: 

a. Instilling broad awareness of the confidential nature of the SSNs; 

b. Establishing a consistent policy about the use of SSNs throughout the 

System; and 

c. Ensuring that access to SSNs for the purpose of conducting TBR 

business is granted only to the extent necessary to accomplish a given 

task or purpose. 



d. To reduce reliance on the SSN for identification purposes as much as 

possible. 

4. To comply with all Payment Card Industry (PCI) standards. 

5. To comply with any other applicable and required standards, regulations 

and/or laws. 

6. To comply with Family Educational Rights and Privacy Act of 1974 (FERPA). 

D. Data Custodians are responsible for oversight of personally identifiable 

information in their respective areas of institutional operations. Activities of these 

officials are aligned and integrated through appropriate coordination among 

these cognizant institutional officials. 

II. Scope 

A. This policy applies to all members of the TBR community, including all full- and 

part-time employees, faculty, students, and their parents or guardians, and other 

individuals such as volunteers, contractors, consultants, other agents of the 

institution  community, alumni, and affiliates that are associated with the System 

or whose work gives them custodial responsibilities for PII. 

III. Policy Requirements 

A. Data CustodiansTrustees 

1. Officials responsible for each of the following areas shall be considered 

Ddata Ccustodians: 

a. Student Records 

b. Financial Aid Records 

c. Alumni and Donor Records 

d. Employee Records 

e. Purchasing and Contracts 

f. Research Subjects 

g. Public Safety or Campus Police 

IV. Personally Identifiable Information 



A. PII may be released only on a Minimum Necessary basis and only to those 

individuals who are authorized to use such information as part of their official 

TBR duties, subject to the requirements: 

1. That the PII released is narrowly tailored to a specific operational or business 

requirement; 

2. That the information is kept secure and used only for the specific operational 

official TBR [business] purposes for which authorization was obtained; and 

3. That the PII is not further disclosed or provided to others without proper 

authorization as defined above. 

B. PII may be provided to and handled by third parties, including cloud service 

providers, with the strict requirement that the information be kept secure and 

used only for a specific official authorized business purposes set out in the 

contract authorizing use of the information. as defined in a Business Associate 

Agreement with that third party. 

C. Exceptions to this policy may be made only upon specific requests approved by 

the cognizant institutional official responsible for such information as specified in 

this policy and only to the degree necessary to achieve the mission and 

operationalbusiness needs of the institution. 

1. Exceptions made must be documented, retained securely, and reviewed 

periodically by the appropriate cognizant institutional official or his/her 

designee. 

2. Exceptions may be modified or eliminated based on this review and shall be 

documented and retained for auditing purposes. 

D. Directory Information, as defined by Federal and State law and institutional 

policy, will be published following the guidelines defined by the specific law. 

E. Based on FERPA guidelines, directory information is information that is generally 

not considered harmful or an invasion of privacy if released and can be disclosed 



without consent. Colleges may share information covered by FERPA only as 

permitted by FERPA and applicable policy. 

F.E. CollegesSchools must notify students annually of their rights under FERPA. 

G.F. Information that has been collected that conforms to the HIPAA standards of de-

identification or anonymization is not PII. 

V. Government-Issued Personal Identifiers 

A. Social Security Number 

1. Provision of Information 

a. TBR institutions collect SSNs: 

1. When required to do so by law; 

2. When no other identifier serves the business purpose; and 

3. When an individual volunteers the SSN as a means of locating or 

confirming personal records. 

b. In other circumstances, individuals are not required to provide their SSN 

verbally or in writing at any point of service, nor are they to be denied 

access to those services should they refuse to provide an SSN. 

2. Release of SSNs 

a. SSNs will be released to persons or entities outside the institution only: 

1. As required by law; 

2. When permission is granted by the individual; 

3. When the external entity is acting as the institution’s authorized 

contractor or agent and attests that no other methods of identification 

are available, and reasonable security measures are in place to 

prevent unauthorized dissemination of SSNs to third parties; or 

4. When the appropriate Office of General Counsel has approved the 

release. 

3. Use, Display, Storage, Retention, and Disposal 



a. SSNs or any portion thereof will not be used to identify individuals except 

as required by law or with approval by a cognizant TBR official for a TBR 

operationalbusiness purpose. 

b. The release or posting of personal information, such as grades or 

occupational listings, keyed by the SSN or any portion thereof, is 

prohibited, as is placement of the SSN in files with unrestricted access. 

c. SSNs will be transmitted electronically only for operationalbusiness 

purposes approved by the institutional officials responsible for SSN 

oversight and only through secure mechanisms. 

d. The Data Custodians who are responsible for SSNs will oversee the 

establishment of procedures business rules for the use, display, storage, 

retention, and disposal of any document, item, file, or database which 

contains SSNs in print or electronic form. 

B. Non-SSN Government-Issued Identifiers 

1. In the course of its business operations, TBR institutions have access to, 

collect, and use non-SSN government-issued identifiers such as driver's 

licenses, passports, HIPAA National Provider Identifiers, Employee 

Identification Numbers (EIN), and military identification cards, among others. 

2. TBR institutions shall follow the Minimum Necessary standard and strive to 

safeguard these identifiers. 

VI. TBR Institution-Issued Identifiers 

A. Institutional ID Number 

1. Assignment Eligibility and Issuance 

a. The institutional id is a unique alphanumeric identifier assigned by the 

institution to any entity that requires an identifying number in an 

institutional system or record.   

b. An Institutional ID is assigned at the earliest possible point of contact 

between the entity and the institution. 



c. The Institutional ID is associated permanently and uniquely with the entity 

to which it is assigned. 

2. Use, Display, Storage, Retention, and Disposal 

a. The Institutional ID is considered PII by the institution, to be used only for 

appropriate business purposes in support of operations. 

b. The Institutional ID is used to identify, track, and serve individuals across 

all institutional electronic and paper data systems, applications, and 

business processes throughout the span of an individual's association 

with the institution and presence in the institution's systems or records. 

c. The Institutional ID is not to be disclosed or displayed publicly by the 

Institution, nor to be posted on the institution’s electronic information or 

data systems unless the Institutional ID is protected by access controls 

that limit access to properly authorized individuals. 

d. The release or posting of personal information keyed by the Institutional 

ID, such as grades, is prohibited. 

e. Any document, item, file, or database that contains Institutional IDs in 

print or electronic form is to be protected and disposed of in a secure 

manner in compliance with data retention rules. 

VII.VI. Other Externally-Assigned Identifiers and Other Personally Identifiable Information 

A. TBR institutions shall follow the Minimum Necessary standard and strive to 

safeguard any externally assigned identifiers which may be collected. 

VIII.VII. Responsibility for Maintenance and Access Control 

A. Institutional IDs are maintained and administered by the appropriate institutional 

office in accordance with this policy. 

1. Other institutional offices may maintain and administer electronic and 

physical repositories containing personal identification numbers for uses in 

accordance with this policy. 



B. Access to electronic and physical repositories containing PII shall be controlled 

based upon reasonable and appropriate administrative, physical, technical, and 

organizational safeguards. 

C. Individuals who inadvertently gain access to a file or database containing PII 

should report it to the appropriate authority. 

D. All paper documents with PII must be under lock and key or otherwise securely 

stored. 

E. Document retention policies dictate schedules for PII deletion and/or 

destruction. Proper disposal of PII shall involve cross-cut shredders (for paper), 

securely wiping/deleting data (for digital information) and other information 

security approved methods of eliminating this data. 

IX.VIII. Enforcement 

A. Violations of this policy resulting in misuse of, unauthorized access to, or 

unauthorized disclosure or distribution of PIIpersonal identification numbers may 

subject individuals to legal and/or disciplinary action, up to and including the 

termination of employment or contract with the Iinstitution or, in the case of 

students, suspension or expulsion from the institution. 

Sources 
Authority 

T.C.A. § 49-8-203 

History 

NEW Guideline approved at August 19, 2014 President's Meeting; effective September 
26, 2014. Revised and changed to policy at Special Called Meeting May 14, 2019. 

 



Personally Identifiable Information (PII) 

1.08.04.00 (formerly G-053) 

Policy Area 
Governance, Organization, and General Policies 

Applicable Divisions 
TCATs, Community Colleges, System Office, Board Members 

Purpose 
TBR institutions create, collect, maintain, use, and transmit personally identifiable 
information relating to individuals associated with the institution including, but not limited 
to, students, alumni, faculty, administrators, staff, and service employees. TBR 
institutions are committed to protecting PII against inappropriate access and use in 
compliance with applicable laws and regulations. 

Definitions 

• Data Custodians - Data Custodians are the people responsible for oversight of 

personally-identifiable information in their respective areas of institutional operations. 

• The Data Custodian (also called a Data Steward or Data Owner) is the person who 

has administrative control and has been officially designated as accountable for a 

specific information asset or dataset. This person would determine who has access 

to what and IT implements the controls to match. 

• Minimum Necessary - Minimum Necessary is the standard that defines that the least 

information and fewest people should be involved to satisfactorily perform a 

particular function. 

• Personally Identifiable Information (PII) - Information that has not been lawfully 

made publicly available and which can be used to distinguish or trace an individual's 

identity, such as Social Security number driver license, or biometric records, alone, 

or when combined with other personal or identifying information which is linked or 

linkable to a specific individual, such as date and place of birth, mother's maiden 

name, etc. Certain privacy laws, and policies based on those laws, may use a 

different definition of PII. 



• Directory information - Directory information is information that is generally not 

considered harmful or an invasion of privacy if released. It can also be disclosed to 

outside organizations. 

Policy 

I. Policy 

A. Members of the TBR community shall employ reasonable and appropriate 

administrative, technical, and physical safeguards to protect the integrity, 

confidentiality, and security of all personally identifiable information (PII), 

irrespective of its source or ownership or the medium used to store it. 

B. All individuals who dispense, receive, and store PII have responsibilities to 

safeguard it. 

C. In adopting this policy, the System is guided by the following objectives: 

1. To enhance individual privacy for members of the TBR community through 

the secure handling of PII. 

2. To ensure that all members of the TBR community understand their 

obligations and individual responsibilities under this policy by providing 

appropriate training that shall permit the TBR community to comply with both 

the letter and the spirit of all applicable privacy legislation. Each member 

institution will be responsible for determining the means of training for its 

institution. 

3. To increase security and management of Social Security numbers (SSNs) by: 

a. Instilling broad awareness of the confidential nature of the SSNs; 

b. Establishing a consistent policy about the use of SSNs throughout the 

System; and 

c. Ensuring that access to SSNs for the purpose of conducting TBR 

business is granted only to the extent necessary to accomplish a given 

task or purpose. 



d. To reduce reliance on the SSN for identification purposes as much as 

possible. 

4. To comply with all Payment Card Industry (PCI) standards. 

5. To comply with any other applicable and required standards, regulations 

and/or laws. 

6. To comply with Family Educational Rights and Privacy Act of 1974 (FERPA). 

D. Data Custodians are responsible for oversight of personally identifiable 

information in their respective areas of institutional operations. Activities of these 

officials are aligned and integrated through appropriate coordination among 

these cognizant institutional officials. 

II. Scope 

A. This policy applies to all members of the TBR community, including all full- and 

part-time employees, faculty, students, and other individuals such as volunteers, 

contractors, consultants, other agents of the institution or whose work gives them 

custodial responsibilities for PII. 

III. Policy Requirements 

A. Data Custodians 

1. Officials responsible for each of the following areas shall be considered Data 

Custodians: 

a. Student Records 

b. Financial Aid Records 

c. Alumni and Donor Records 

d. Employee Records 

e. Purchasing and Contracts 

f. Research Subjects 

g. Public Safety or Campus Police 

IV. Personally Identifiable Information 



A. PII may be released only on a Minimum Necessary basis and only to those 

individuals who are authorized to use such information as part of their official 

TBR duties, subject to the requirements: 

1. That the PII released is narrowly tailored to a specific operational or business 

requirement; 

2. That the information is kept secure and used only for the specific operational  

purposes for which authorization was obtained; and 

3. That the PII is not further disclosed or provided to others without proper 

authorization. 

B. PII may be provided to and handled by third parties, including cloud service 

providers, with the strict requirement that the information be kept secure and 

used only for a specific purposes set out in the contract authorizing use of the 

information. 

C. Exceptions to this policy may be made only upon specific requests approved by 

the institutional official responsible for such information as specified in this policy 

and only to the degree necessary to achieve the mission and operational needs 

of the institution. 

1. Exceptions must be documented, retained securely, and reviewed 

periodically by the appropriate institutional official or his/her designee. 

2. Exceptions may be modified or eliminated based on this review and shall be 

documented and retained for auditing purposes. 

D. Directory Information, as defined by Federal and State law and institutional 

policy, will be published following the guidelines defined by the specific law. 

E.  Colleges may share information covered by FERPA only as permitted by 

FERPA and applicable policy.Colleges must notify students annually of their 

rights under FERPA. 

F. Information that has been collected that conforms to the HIPAA standards of de-

identification or anonymization is not PII. 



V. Government-Issued Personal Identifiers 

A. Social Security Number 

1. Provision of Information 

a. TBR institutions collect SSNs: 

1. When required to do so by law; 

2. When no other identifier serves the business purpose; and 

3. When an individual volunteers the SSN as a means of locating or 

confirming personal records. 

b. In other circumstances, individuals are not required to provide their SSN 

verbally or in writing at any point of service, nor are they to be denied 

access to those services should they refuse to provide an SSN. 

2. Release of SSNs 

a. SSNs will be released to persons or entities outside the institution only: 

1. As required by law; 

2. When permission is granted by the individual; 

3. When the external entity is acting as the institution’s authorized 

contractor or agent and attests that no other methods of identification 

are available, and reasonable security measures are in place to 

prevent unauthorized dissemination of SSNs to third parties; or 

4. When the Office of General Counsel has approved the release. 

3. Use, Display, Storage, Retention, and Disposal 

a. SSNs or any portion thereof will not be used to identify individuals except 

as required by law or with approval by a TBR official for a TBR 

operational purpose. 

b. The release or posting of personal information, such as grades or 

occupational listings, keyed by the SSN or any portion thereof, is 

prohibited, as is placement of the SSN in files with unrestricted access. 



c. SSNs will be transmitted electronically only for operational purposes 

approved by the institutional officials responsible for SSN oversight and 

only through secure mechanisms. 

d. The Data Custodians who are responsible for SSNs will oversee the 

establishment of procedures for the use, display, storage, retention, and 

disposal of any document, item, file, or database which contains SSNs in 

print or electronic form. 

B. Non-SSN Government-Issued Identifiers 

1. In the course of business operations, TBR institutions have access to, collect, 

and use non-SSN government-issued identifiers such as driver's licenses, 

passports, HIPAA National Provider Identifiers, Employee Identification 

Numbers (EIN), and military identification cards, among others. 

2. TBR institutions shall follow the Minimum Necessary standard and strive to 

safeguard these identifiers. 

VI. Other Externally-Assigned Identifiers and Other Personally Identifiable Information 

A. TBR institutions shall follow the Minimum Necessary standard and strive to 

safeguard any externally assigned identifiers which may be collected. 

VII. Responsibility for Maintenance and Access Control 

1. Other institutional offices may maintain and administer electronic and 

physical repositories containing personal identification numbers for uses in 

accordance with this policy. 

B. Access to electronic and physical repositories containing PII shall be controlled 

based upon reasonable and appropriate administrative, physical, technical, and 

organizational safeguards. 

C. Individuals who inadvertently gain access to a file or database containing PII 

should report it to the appropriate authority. 

D. All paper documents with PII must be under lock and key or otherwise securely 

stored. 



E. Document retention policies dictate schedules for PII deletion and/or 

destruction. Proper disposal of PII shall involve cross-cut shredders (for paper), 

securely wiping/deleting data (for digital information) and other information 

security approved methods of eliminating this data. 

VIII. Enforcement 

A. Violations of this policy resulting in misuse of, unauthorized access to, or 

unauthorized disclosure or distribution of PII may subject individuals to legal 

and/or disciplinary action, up to and including the termination of employment or 

contract with the institution or, in the case of students, suspension or expulsion 

from the institution. 

Sources 
Authority 

T.C.A. § 49-8-203 

History 

NEW Guideline approved at August 19, 2014 President's Meeting; effective September 
26, 2014. Revised and changed to policy at Special Called Meeting May 14, 2019. 
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Policy/Guideline Area 
General Policy 

Applicable Divisions 
 

TCATs, Community Colleges, System Office, Board Members 

Purpose 

The purpose of this policy is to establish a minimum expectation with respect to digital 
identity authentication methods, access controls, and password construction to protect 
data stored on computer systems throughout the TBR system. 

Definitions 
 

 Authentication: A process that allows a device or system to verify the unique 

identity of a person, device, or other system that is requesting access to a 

resource. 

 Digital identity: Information on an entity used by computer systems to represent an 

external agent. That agent may be a person, organization, application, or device. 

Also referred to as a user account or user profile. 

 System account: A special account used for automated processes without user 

interaction or for device management. These accounts are not assigned to an 

individual user for login purposes. 

 Privileged account: An account with elevated access or privileges to a secure 

system or resource. This type of account is authorized and trusted to perform 

security-relevant functions that an ordinary user account is not authorized to 

perform. Privileged accounts are assigned to individual users. The College System 

of Tennessee – the system office and affiliated institutions 

Policy/Guideline 
  

 

I. Secure Authentication Methods 

A. Secure methods that uniquely identify the user shall be used for authentication of 

access to all TBR and institutional networks and systems. Examples of secure 

 
1.08.03.00 Digital Identity, Authentication 
Management, and Access Control (formerly G-
051 & G-052) 

Proposed Revised Policy 



 

authentication methods include passwords, two-factor authentication (2FA), 

biometrics, and public/private key pairs. 

II. Password (and Passphrase) Construction 

A. To safeguard institutional data access, it's essential to establish and maintain 

robust password management protocols. All users are obliged to create secure 

passwords for network and system access in alignment with the given guidelines 

(except when technological limitations prevent adherence): 

B. Instead of conventional passwords, passphrases may be utilized. Passphrases are 

exempt from complexity regulations. 

C. Both passwords and or passphrases shall be at least 14 characters long at a 

minimum. 

D. Passwords should include at least three out of the following four character types: 

1. Uppercase letters 

2. Lowercase letters 

3. Numbers 

4. Special characters or symbols (when allowed by the software) 

III. Password Management 

A. Storage and Visibility 

1. Passwords must not be stored in a manner which allows unauthorized 

access. 

2. Passwords will not be stored in a clear text file. 

3. Passwords will not be sent via unencrypted e-mail. 

B. Changing Passwords 

1. If 14-character passwords or longer and or passphrases are used, there is no 

requirement for routine password expiration/rotation. Otherwise, users must 

change their passwords every 120 days.  

2. Passwords must be changed within one business day if any of the following 

events occur: 

a. Unauthorized password discovery or usage by another person 

b. System compromise (unauthorized access to a system or account) 

c. Insecure transmission of a password 

d. Accidental disclosure of a password to an unauthorized person 

e. Status changes for personnel with access to privileged and/or system 

accounts 

3. Password Files and Hashes 



 

4. Password files or hashes should not be shared with any entity without formal 

written consent. 

C. System Accounts 

1. System accounts are not required to expire but must meet the password 

construction requirements above (where supported by the underlying 

technologies). 

2. Vendor-provided passwords must be changed upon installation using the 

password construction requirements above (where supported by the 

underlying technologies). 

IV. Multi-Factor Authentication (MFA) 

A. Multi-factor authentication (MFA) is required to be used by all users with public-

facing access to critical systems such as information systems, email, or remote 

access such as virtual private networks (VPN). 

V. Access Controls 

A. Access to information assets must be restricted to authorized users and must be 

protected by appropriate physical, administrative, and logical authentication and 

authorization controls. 

B. Protection for information assets must be commensurate with the classification 

level assigned to the information. 

C. Each computer system shall have an automated access control process that 

identifies and authenticates users and then permits access based on defined 

requirements or permissions for the user or user type. 

D. All users of secure systems must be accurately identified; a positive identification 

must be maintained throughout the login session, and actions must be linked to 

specific users. 

E. Access control mechanisms may include user IDs, access control lists, 

constrained user interfaces, encryption, port protection devices, secure 

gateways/firewalls, and host-based authentication. 

VI. Access Privileges 

A. Each user’s access privileges shall be authorized on a need-to-know basis as 

dictated by the user’s specific and authorized role. 

B. Authorized access shall be based on least privilege, meaning only the minimum 

privileges required to fulfill the user’s role shall be permitted. 

C. Access privileges shall be defined to maintain appropriate segregation of duties to 

reduce the risk of misuse of information assets. 



 

D. Any access granted to data must be authorized by the appropriate data trustee. 

E. Access privileges shall be controlled based on the following criteria as appropriate: 

1. Identity (user ID) 

2. Role or function 

3. Physical or logical locations 

4. Time of day/week/month 

5. Transaction-based access 

6. Access modes such as read, write, execute, delete, create, and/or search 

F. Privileged access (e.g., administrative accounts, root accounts) must be granted 

based strictly on role requirements. 

G. The number of personnel with special privileges should be carefully limited. 

VII. Access Account Management 

A. User ID accounts must be established, managed, and terminated to maintain the 

necessary level of data protection. 

B. The following requirements apply to network logons as well as individual 

application and system logons and should be implemented where technically and 

procedurally feasible: 

1. Account creation requests must specify access either explicitly or request a 

role that has been mapped to the required access. 

2. New accounts created by mirroring existing user accounts must be audited 

against the explicit request or roles for appropriate access rights. 

3. Accounts must be locked out according to individual campus requirements 

after an institution-defined number of consecutive invalid logon attempts. 

4. When a user account is locked out, it should remain locked out for a 

minimum of five minutes or until authorized personnel unlock the account. 

5. User interfaces must be locked according to individual campus requirements 

after an institution-defined length of system/session idle time. 

a. This requirement applies to workstation and laptop sessions as well as 

application sessions where feasible. 

b. The office of information technology shall implement measures to 

enforce this requirement and to require the user to re-authenticate to 

reestablish the session. 

6. Systems housing or using restricted information must be configured in such a 

way that access to the restricted information is denied unless specific access 

is granted. 



 

7. Access to restricted information is never to be allowed by default. 

8. Information Technology personnel revoke access upon notification that 

access is no longer required in accordance with the following procedures: 

a. Access privileges of terminated or transferred users must be revoked or 

changed as soon as notification of termination or transfer occurs. 

b. In cases where an employee is not leaving on good terms, the user ID 

must be disabled simultaneously with departure. 

c. Access for users who are on leaves of absence or extended disability 

must be suspended until the user returns. 

d. Access to Banner Admin Pages is consistently denied to adjunct faculty 

members. The procedure for managing access for adjunct faculty 

accounts is established at the local institution level, incorporating 

defined dates of employment according to contract status and 

integrating input from entities responsible for adjunct contract oversight. 

Each institution, guided by its academic calendar and directives from 

contract control authorities for adjunct faculty, will implement this 

specified procedure on a schedule set by the respective campus. The 

scope of this process is to be defined by each individual campus, 

ensuring that adjunct faculty have restricted access beyond their 

designated course timelines to fulfill job requirements, which may be 

extended upon a justified request detailing specific access needs. 

9. User IDs will be disabled after a period of inactivity that is determined 

appropriate by the current business process and the individual campus. 

10. All third-party access (contractors, business partners, consultants, vendors) 

must be authorized and monitored using processes determined by the 

individual campuses. 

11. Appropriate logging will be implemented commensurate with the 

sensitivity/criticality of the data and resources. 

12. Logging of attempted access must include failed logons. 

13. Where practical, successful logons to systems with restricted information 

shall be logged. 

14. Logs should be monitored and regularly reviewed to identify security 

breaches or unauthorized activity. 

15. Logs shall be maintained for at least ninety days. 

16. A periodic audit of secured systems to confirm that access privileges are 



 

appropriate must be conducted. The audit will consist of reviewing and 

validating that user access rights are still needed and are appropriate. 

17. Applications requiring an account not tied to a single user shall employ 

service-based accounts. Users oversee these accounts and maintain their 

passwords. 

18. Applications requiring these accounts shall be monitored and audited by 

individual campus documented procedures dictated by the application for 

which they are provisioned. 

19. Service-based accounts due to their application-centric use are not subject to 

standard user account management rules. 

VIII. Compliance and Enforcement 

A. The policy applies to all users of information resources, including students, faculty, 

staff, temporary workers, vendors, and any other authorized users. 

B. Persons in violation of this policy are subject to a range of sanctions determined 

and enforced by the individual institutions, including the loss of computer network 

access privileges, disciplinary action, dismissal from the institution, and legal 

action. 

C. Some violations may constitute criminal offenses per Tennessee and other local 

and federal laws. The institution will carry out its responsibility to report such 

violations to the appropriate authorities. 

D. Documented exceptions to this policy may be granted by the information security 

officer for the institution based on limitations to risk and use. 

 Exhibits  
For Exhibits, click the Attachments button at the top right of the page. 

 

 Sources  

References 
  

NIST Special Publication 800-63: Digital Identity Guidelines Frequently Asked Questions 

Authority 

T.C.A. § 49-8-203,  

History 

 



 

NEW guidelines G-051 & G-052 approved at Presidents Meeting, August 19, 2014, 
effective September 26, 20-14; revisions, including of merger of G-051 and G-052 into 
the policy, approved at Special Called Meeting May 14, 2019; revisions approved at 
Board Meeting September 20, 2024. 

Related Polices  



1.08.03.00 Access Control (formerly G-051 & 
G-052)

Policy/Guideline Area 

Governance, Organization, and General Policies 

Applicable Divisions 

TCATs, Community Colleges, System Office, Board Members 

Purpose 

The purpose of this policy is to establish a minimum expectation with respect to access controls 
in order to protect data stored on computer systems throughout the system. 

Definitions 

• Authentication – A process that allows a device or system to verify the unique

identity of a person, device or other system that is requesting access to a

resource.

• Digital identity - Information on an entity used by computer systems to represent

an external agent. That agent may be a person, organization, application, or

device. Also referred to as a user account or user profile.

• System account – A special account used for automated processes without user

interaction or for device management. These accounts are not assigned to an

individual user for login purposes.

• Privileged account – An account with elevated access or privileges to a secure

system or resource. This type of account is authorized and trusted to perform

security relevant functions that an ordinary user account is not authorized to

perform. Privileged accounts are assigned to individual users.

Policy/Guideline 

I. Policy

Existing Policy
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A. Tennessee Board of Regents institutions shall control user access to 

information assets based on requirements of individual accountability, 

need to know, and least privilege. 

B. Access to institutional information assets must be authorized and 

managed securely in compliance with appropriate industry practice and 

with numerous applicable legal and regulatory requirements (e.g., the 

Health Insurance Portability and Accountability Act, Family Educational 

Rights and Privacy Act, the Open Records Act of Tennessee, Gramm 

Leach Bliley Act, and identity theft laws). 

C. Institutional information assets include data, hardware and software 

technologies, and the infrastructure used to process, transmit, and store 

information. 

1. Any computer, laptop, printer or device that an authorized user 

connects to the campus network is subject to this policy. 

2. Guest, unauthenticated access may be provisioned commensurate 

with usage and risk. 

3. Authorized users accessing institutional computing resources and 

network with their own personal equipment are responsible for 

ensuring the security and integrity of the systems they are using to 

establish access. 

4. For systems that contain critical or confidential classified data, TBR 

and its institutions shall use secure methods that uniquely identify 

and authenticate users. Such methods can include multi-factor 

authentication, passwords, data loss prevention, device 

management, biometrics and public/private key pairs. 

II. Access Controls 
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A. Access to information assets must be restricted to authorized users and 

must be protected by appropriate physical, administrative, and logical 

authentication and authorization controls. 

B. Protection for information assets must be commensurate with the 

classification level assigned to the information. 

C. Each computer system shall have an automated access control process 

that identifies and authenticates users and then permits access based on 

defined requirements or permissions for the user or user type. 

D. All users of secure systems must be accurately identified, a positive 

identification must be maintained throughout the login session, and 

actions must be linked to specific users. 

E. Access control mechanisms may include user IDs, access control lists, 

constrained user interfaces, encryption, port protection devices, secure 

gateways/firewalls, and host-based authentication. 

III. User Identification, Authentication, and Accountability 

A. User IDs: 

1. The access control process must identify each user through a 

unique user identifier (user ID) account. 

2. User IDs are assigned by the campus or TBR Office of Information 

Technology and application support personnel. 

3. Users must provide government-issued, picture IDs for positive 

proof of identity when receiving account access. 

4. Users must provide their user ID at logon to a computer system, 

application, or network. 

B. Individual Accountability: 

1. Individual accountability must be maintained. 
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2. Each user ID must be associated with an individual person who is 

responsible for its use. 

3. Individuals with authenticated access cannot share their login 

credentials with anyone with the penalty of having their access 

rescinded immediately. 

C. Authentication: 

1. Authentication is the means of ensuring the validity of the user 

identification. 

2. All user access must be authenticated. 

a. The minimum means of authentication is a personal secret 

password that the user must provide with each system 

and/or application logon. 

b. All passwords used to access information assets must 

conform to certain requirements relating to password 

composition, length, expiration, and confidentiality.  

IV. Access Privileges 

A. Each user’s access privileges shall be authorized on a need-to-know basis 

as dictated by the user’s specific and authorized role. 

B. Authorized access shall be based on least privilege. 

1. This means that only the minimum privileges required to fulfill the 

user’s role shall be permitted. 

2. Access privileges shall be defined to maintain appropriate 

segregation of duties to reduce the risk of misuse of information 

assets. 

3. Any access that is granted to data must be authorized by the 

appropriate data trustee. 
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C. Access privileges shall be controlled based on the following criteria, as 

appropriate: 

1. Identity (user ID); 

2. Role or function; 

3. Physical or logical locations; 

4. Time of day/week/month; 

5. Transaction based access; 

6. Access modes such as read, write, execute, delete, create, and/or 

search. 

D. Privileged access (e.g., administrative accounts, root accounts) must be 

granted based strictly on role requirements. 

1. The number of personnel with special privileges should be carefully 

limited. 

V. Access Account Management 

A. User ID accounts must be established, managed, and terminated to 

maintain the necessary level of data protection. 

B. The following requirements apply to network logons as well as individual 

application and system logons, and should be implemented where 

technically and procedurally feasible: 

1. Account creation requests must specify access either explicitly or 

request a role that has been mapped to the required access. 

a. New accounts created by mirroring existing user accounts 

must be audited against the explicit request or roles for 

appropriate access rights. 

2. Accounts must be locked out according to individual campus 

requirements after an institution-defined number of consecutive 

invalid logon attempts. 
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a. When a user account is locked out, it should remain locked 

out for a minimum of five minutes or until authorized 

personnel unlocks the account. 

3. User interfaces must be locked according to individual campus 

requirements after an institution-defined length of system/session 

idle time. 

a. This requirement applies to workstation and laptop sessions 

as well as application sessions where feasible. 

b. The office of information technology shall implement 

measures to enforce this requirement and to require the user 

to re-authenticate to reestablish the session. 

4. Systems housing or using restricted information must be configured 

in such a way that access to the restricted information is denied 

unless specific access is granted. 

a. Access to restricted information is never to be allowed by 

default. 

5. Information Technology personnel revoke access upon notification 

that access is no longer required in accordance with the following 

procedures. 

a. Access privileges of terminated or transferred users must be 

revoked or changed as soon as notification of termination or 

transfer occurs and in accordance with stakeholders of 

contract control at the local institutions. 

b. In cases where an employee is not leaving on good terms, 

the user ID must be disabled simultaneously with departure. 

c. Access for users who are on leaves of absence or extended 

disability must be suspended until the user returns. 
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d. Adjunct faculty members are never granted access to 

Banner Admin Pages. 

e. Adjunct faculty member account access shall be controlled 

by a procedure resident at the local institutions using 

contract status, defined dates of employment and 

information from other stakeholders with contract control for 

adjunct faculty. 

f. Using the above-mentioned procedure, each campus will run 

this process on a campus-defined schedule according to 

academic calendars and direction from stakeholders with 

contract control for adjunct faculty. This process shall be 

determined by individual campuses. 

g. Adjunct faculty members shall be granted limited access 

before and after their course start and end dates to perform 

the duties necessary for their position, upon request 

involving reasons for the extension and specific access. 

6. User IDs will be disabled after a period of inactivity that is 

determined appropriate by the current business process and the 

individual campus. 

7. All third party access (contractors, business partners, consultants, 

vendors) must be authorized and monitored using processes 

determined by the individual campuses. 

8. Appropriate logging will be implemented commensurate with 

sensitivity/criticality of the data and resources. 

a. Logging of attempted access must include failed logons. 

b. Where practical, successful logons to systems with restricted 

information shall be logged. 
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c. Logs should be monitored and regularly reviewed to identify 

security breaches or unauthorized activity. 

d. Logs shall be maintained for at least ninety days. 

9. A periodic audit of secured systems to confirm that access 

privileges are appropriate must be conducted. 

a. The audit will consist of reviewing and validating that user 

access rights are still needed and are appropriate. 

10. Applications requiring an account not tied to a single user shall 

employ service-based accounts. 

a. Users oversee these accounts and maintain their 

passwords. 

b. Applications requiring these accounts shall be monitored and 

audited by individual campus documented procedures 

dictated by the application for which they are provisioned. 

c. Service-based accounts, due to their application centric use, 

are not subject to standard user account management rules. 

VI. Compliance and Enforcement 

A. The policy applies to all users of information resources including students, 

faculty, staff, temporary workers, vendors, and any other authorized users 

who are permitted access. 

B. Persons in violation of this policy are subject to a range of sanctions 

(determined and enforced by institution management), including the loss 

of computer network access privileges, disciplinary action, dismissal from 

the institution, and legal action. 

C. Some violations may constitute criminal offenses, per Tennessee and 

other local, and federal laws. The institution will carry out its responsibility 

to report such violations to the appropriate authorities. 
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VII. Exceptions 

A. Documented exceptions to this policy may be granted by the information 

security officer for the institution based on limitations to risk and use. 
 

Procedures  

I. Digital Identity and Authentication Management 

A. Password (and Passphrase) Construction 

1. The effectiveness of passwords to protect access to the institution’s 

information directly depends on strong password construction and 

handling practices. All users must construct strong passwords for 

access to all institution networks and systems, using the following 

criteria (unless the technology does not support these 

requirements): 

a. For all directions concerning password lengths, password 

change schedules and the use of passphrases rather than 

passwords, TBR will follow the NIST standards. 

b. Passwords must be a minimum of 8 characters in length. 

c. Passwords must be composed of a combination of at least 

three of the following four types of characters: 

(1) Upper case alphabetic character; 

(2) Lower case alphabetic character; 

(3) Numeric character; 

(4) Non-alphanumeric character (if the application 

permits), OR: 

(5) Passphrases may be used instead of passwords and 

must be composed of a minimum of 14 characters. 

Passphrases do not require the complexity rules 

mentioned immediately above. 
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B. Password Management 

1. The following requirements apply to end-user password 

management. 

a. Storage and Visibility 

(1) Passwords must not be stored in a manner which 

allows unauthorized access. 

(2) Passwords will not be stored in a clear text file. 

(3) Passwords will not be sent via unencrypted e-mail. 

b. Changing Passwords 

(1) If 14-character minimum pass phrases are used, 

there is no requirement for routine password 

expiration/rotation. Otherwise, users with non-

privileged accounts must change their passwords 

every 120 days. Student accounts are exempt 

from this requirement. 

(2) Users with privileged accounts (such as those with 

root or administrator level access) must change 

their passwords at least every 120 days. 

(3) Passwords must be changed within one business 

day if any of the following events occur: 

(4) Unauthorized password discovery or usage by 

another person; 

(5) System compromise (unauthorized access to a 

system or account); 

(6) Insecure transmission of a password; 

(7) Accidental disclosure of a password to an 

unauthorized person; 
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(8) Status changes for personnel with access to 

privileged and/or system accounts. 

2. The following requirements apply to password files and hashes. 

a. Password files or hashes should not be shared with any 

entity without formal written consent. 

3. The following requirements apply to system accounts. 

a. System Accounts are not required to expire but must meet 

the password construction requirements above (where 

supported by the underlying technologies). 

b. Vendor-provided passwords must be changed upon 

installation using the password construction requirements 

above (where supported by the underlying technologies). 

C. Compliance and Enforcement 

1. The policy applies to all users of information resources including 

students, faculty, staff, temporary workers, vendors, and any other 

authorized users. 

2. Persons in violation of this policy are subject to a range of 

sanctions determined and enforced by the individual institutions. 

3. Justifications for exceptions to this policy must be documented by 

the institution and must be approved by the institution’s President 

or designee. 
 

Sources 

Authority 

T.C.A. § 49-8-203 

History 



1.08.03.00 Access Control (formerly G-051 & G-052) : 1.08.03.00  
Page: 

12 of 12 
 

NEW Guidelines G-051 & G-052 approved at Presidents Meeting, August 19, 2014, 
effective September 26, 2014. Revisions and change to policy approved at Special 
Called Meeting May 14, 2019. 
 

 
 
 
 
 



BOARD TRANSMITTAL 

MEETING: 

SUBJECT: 

DATE: 

PRESENTER: 

PRESENTATION  
REQUIREMENTS: 

ACTION REQUIRED: 

STAFF  
RECOMMENDATION:

Quarterly Board Meeting 

Recommendation of TCAT Jackson President 

September 20, 2024 

Chancellor Flora W. Tydings 

5 minutes 

Voice Vote 

Recommend Approval 

The Board approved the search criteria and recruitment for the next president at TCAT Jackson 
at the regular Board meeting on June 13, 2024.   

On-campus interviews took place on September 4, 2024.  

After careful consideration of the feedback received, I will recommend the next president of 
TCAT Jackson.   



 

 
 
 

BOARD TRANSMITTAL 
 
 
MEETING:    Quarterly Board Meeting 
 
SUBJECT: Proposed 2025 Meeting Dates 
 
DATE:     September 20, 2024 
 
PRESENTER: Chancellor Flora W. Tydings  
 
PRESENTATION  
REQUIREMENTS:   3 minutes with discussion  
 
ACTION REQUIRED: Voice Vote  
 
STAFF  
RECOMMENDATION:  Recommend Approval 
 

 
The Board will be asked to review and consider the following dates and locations for quarterly 
meetings in 2025. 
 
Wednesday, February 26  TBR System Office 

Thursday and Friday, June 12 and 13 Northeast State 
Community College 

Thursday and Friday, September 18 and 19 Roane State  
Community College 

Tuesday, December 9 TBR System Office 
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